DOI 10.31489/2022Ec1/16-25
JEL G30, G32
UDC 336

D. Alisheva®, N.B. Davletbayeva?, G.S. Akybayev?, N.A. Gumar®*

Narxoz University, Kazakhstan
Karagandy University of the name of academician E.A. Buketov, Kazakhstan
*Caspian Public University, Kazakhstan

'di.alisheva@gmail.com,akubaeva_g@mail.ru, *‘Gumnaz@mail.ru

! https://orcid.org/0000-0001-6483-0917, *https://orcid.org/000-0003-3463-8937,
3https://orcid.org/0000-0001-8201-3638, “https://orcid.org/ 0000-0001-7516-899X

! Scopus Author I1D: 57203414486, 2 Scopus Author 1D:5719550509,
3Scopus Author ID: 56226467300, “Scopus Author 1D: 56027794000

%Researcher ID: AAF-1829-2020

The Conceptual Basis of an Integrated Risk Management System for Second-Tier Banks

Abstract

Object: To study the essence and features of the main types of banking risks; to identify the conceptual founda-
tions of the model of integrated risk management for STBs. It is important to note that integrated risk management sys-
tem assumes strategic decision-making that will contribute to the achievement of the bank’s overall corporate goals, i.e.
the bank needs to embed the risk management system in its overall strategy.

Methods: Systematic, structural methods of analysis, a logical and integrated approach to process assessment, sys-
tematization, and classification.

Results: The parameters of a conceptual model of integrated risk management system for second-tier banks have
been identified. In particular, classification of banking risks and its diversification has been revised to improve the per-
formance of risk operations and business processes, including using the principle of coverage and modeling.

Conclusions: While implementing their activities, second-tier banks face various types of risks different from each
other in various factors and at the same time closely interrelated with each other. In some cases, risk types may relate to
different elements due to their interrelation and interdependence. Since risks are increasingly an integral part of the ac-
tivities of any bank, and more so, they interact with each other, in today’s volatile environment, they become one of the
most important factors affecting the bank’s sustainability and financial results. Identification of the parameters of the
integrated risk management system’s conceptual model contributes to strategic decision-making that will, in turn, sup-
port achieving the bank’s overall corporate goals.

Keywords: risk management, STBs, endogenous risks, management, reputational risk, strategic planning.

Introduction

An integrated approach to risk management ensures an increase in the quality of strategic planning and
budgeting, full coverage of risks, a unified risk management policy, a unified risk database, and a positive
synergistic effect.

For the organization of integrated risk management in banks, the culture of risk is just as vital. The key
to understanding why something is wrong in banks is to understand the norms and expectations within the
bank itself regarding what is normal for its staff.

The bank’s “culture” is related to its staff, its everyday work, individual beliefs in the bank and its man-
agement. Risk management embraces a culture of risk that deals with articulation, communication, meas-
urement, and managing risks. However, it also separately considers the risk of behavior aimed at identifying
and eliminating risk in the development or improvement of a banking product, sales methods and behavior
that may affect customers.

The risk culture is now internationally recognized as an integral part of banking risk management. The
financial crisis of recent years has revealed poor risk management practices and obvious shortcomings in
internal control structures, but also revealed shortcomings in many financial institutions’ risk attitude. Risk
culture assessment is therefore a key component of the cultural awareness agenda.

A well-defined risk management infrastructure plays an important role in the bank’s integrated risk
management as well. This includes management and departments responsible for risk management, as well
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as conditions and norms for the organization of the risk management process. Here, an essential role is as-
signed to ensuring effective communication links between risk management participants and monitoring the
bank’s risk management process.

Literature review

The process of the bank’s integrated risk management consists of certain stages, which are a cyclical
process. The first step in the risk management process in the bank is to reveal (identify) possible risks. Risks
are associated with events that, if they occur, will cause problems for banking. Therefore, risk identification
can be started with the source of the problem or with the problem itself.

Risk identification requires knowledge of the bank’s activities, the market in which it operates, the le-
gal, social, economic, political, and other conditions in which it operates, its financial strengths and weak-
nesses, its vulnerability to unplanned losses of the management system and the business mechanism by
which it operates. Any failure at this stage to determine the risk can lead to serious losses for the bank since
risk identification provides the basis for risk management.

One cannot but agree with the opinion that the unstable growth of the financial market and fierce com-
petition between banks contributing to the emergence of new risks requires them to build an adequate risk
management system (Rehman et al., 2019).

It should also be noted that in this case, a large role is assigned to the developed classification of bank-
ing risks.

So, risk identification requires their classification. There are many system-forming features, under
which this task can be addressed. The economic literature mainly classifies the risks according to the follow-
ing criteria: the period of occurrence, the main causes for occurrence, duration, the type of asset and liability,
foreseeability, impacts and implications, the level of influence, etc.

J. Fraser and B. Simkins subdivide each risk type into the corresponding main subtypes, i.e., they divide
credit risk further into counterparty credit risk, sovereign credit risk, international credit risk, and so forth
(Fraser et al. 2010).

According to V.V. Sklyarenko, several classification features can be distinguished, according to which
types of risks can be distinguished as well. For example, on a factor basis, risks are divided into market risks,
credit risks, liquidity loss risks, operational, and external event risks (Javalgi et al.,1989).

The Risk Management Standards (RMS) offer a fairly complete representation of the risk classification.
These were proposed by the Institute of Risk Management (IRM), the Association of Insurance and Risk
Managers in Industry and Commerce (Airmic), and the Federation of European Risk Management Associa-
tions (FERMA) (Risk Management Standard, 2017). The classification they offer identifies the main catego-
ries of risks, which can be combined according to the following: financial, strategic, operational risks, emer-
gency risks — while also determining external and internal risk drivers for individual risks. Furthermore, fi-
nancial risks include interest rates, currency, and loans; strategic risks include market demand, competition,
and industry changes; operational risks include regulatory changes and risk culture; emergency risks include
natural disasters and the environment.

An important drawback of the risk classification proposed by the Basel Committee is that it lacks risk
categorization and does not consider threat levels. In particular, it places credit risk on the same level as op-
erational risk, which firstly, belongs to a completely different category of risks by nature, and secondly, con-
tains a much higher level of threats since it includes several risk groups.

GARP (Generally Accepted Risk Principles) when classifying risks denotes the following types of
risks: credit risk, market risk, portfolio concentration risk, liquidity risk, operational risk, and business event
risk (Corporate Metrics Technical Document, 1999).

This classification is more fitting because it distributes the risks of banks into categories of their main
activities. The same character can be given to the classification of banking risks presented by the World
Bank: financial, operational, business, and emergency risks (Medvedev, 2009).

The most complete classification of banking risks is presented by B.l. Lisak, who used various classifi-
cation criteria (Lisak, 2003). However, for risk assessment in the integrated risk management system, such
classification is rather inconvenient and does not reflect the contribution of each risk category to the overall
totality of the bank’s integral risk indicator.

Methods
The following research uses systematic, structural methods of analysis, a logical and integrated ap-
proach to process assessment, systematization, and classification.
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Results
When developing the classification of banking risks, we need to consider the specifics of banking activ-

ities. The specificity of banking risks lies in their consistency implying that most of the bank’s resources are
attracted, therefore the level of financial leverage is high. This means that when the financial condition of the
bank worsens, a chain reaction of non-payments between economic entities snowballs immediately.

While implementing their activities, second-tier banks face types of risks different from each other in
various factors while being closely interrelated (Volkova, 2011). In some cases, risk types may relate to dif-
ferent elements due to their interrelation and interdependence. Since risks are increasingly an integral part of
the activities of any bank, and more so, they interact with each other in today’s volatile environment, they
become one of the most important factors affecting the bank’s sustainability and financial results. In the
world’s largest banks’ risk management practice, this component of the total risk is given the highest priority
(Integrated Risk Management: Implementation Guide). In view of this, building a classification of risks
based on the possibility of their impact on the financial results and reputation of the bank makes total sense.
Accordingly, we propose the following classification of banking risks (Figure 1).

‘ BANKING RISKS
T
ENDOGENOUS - { EXOGENOUS

‘ Financial ‘ Non-financial ‘ Systemic ‘ Non-systemic
[ —

© I

Q Balance sheet
S E e {ﬂigd, isk,
= strategic, reswatory TS

i _ tional _ force majeure,
%q Active Passive | operational, Irreducible, ete.

fraud risk, undiversifiable
' compliance risk,
@ moral risk,
Credit .. . :

o oo redt : —Obligation risks c)iber nSkj |

g E 2 C_UZTEHCE, chain reacnon Interest rate,

% E ﬁ ll_nel_'es . | Fisk, stoek,

a5 2 easing, model risk, currency

o g = factoring, ' talent risk, ] tion ri

5 g & , tment ot alent risk, competition risk,

&, Eol g investment, etc. i compi_acence inflation risk,

insufficiency = ete.
(inadequacy) risks
O
Retrospective Current Projected

Underestimation of the degree of mutual influence of risks
Imbalance in the hierarchy of the risk management system

Figure 1. Bank risk classification
Note: Compiled by the authors

The above risk classification is subject to further supplementation and expansion since diversification of
banking operations is in constant dynamic development. With the emergence of new and expansion of the
range of banking products provided, the types of risks expand, mutate, and transform as well. The rapid
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growth of information technologies and, as a consequence, the dependence of activities on them has recently
contributed to the special development of types of banking risks, since, on the one hand, they significantly
facilitate the provision of many banking products and reduce costs, and on the other, create platforms for the
emergence of new risk types.

The logic of constructing this exact banking risk classification is based on:

First, the initial division of banking risks into external and internal allows for tracking the sources of
their occurrence and identification of the causes of growth as a negative factor.

Second, such classification allows systematization of bank risks into certain categories to assess the de-
gree of the impact of the corresponding group of risks (e.g. financial, non-financial, balance sheet, off-
balance-sheet, etc.) on the bank’s financial result or reputation.

Third, grouping risks into categories allows assessment of each risk as an integrated set. Each category
and type of risk is assessed as a single management object, as a single aggregate, thus allowing development
of a model and algorithm for managing bank risks.

Fourth, modern banks must manage many regulatory requirements with the frequency demanded by
regulatory authorities. At the same time, they need to make risk management processes more accessible, ef-
ficient, sustainable, and reproducible. The only way to achieve this is to combine several risk data streams
into specific groups. The presented grouping allows, on the one hand, to simplify the risk assessment, and on
the other, to consider all the NBK requirements.

Fifth, such risk classification allows for a clear definition of the place of each of them in the general
system of banking activities and determination of the most effective methods of managing the corresponding
category of risks, since each risk is characterized by both applicable and inapplicable risk management
methods.

Thuswise, let us consider the presented classification. All banking risks are initially grouped into two
components, endogenous and exogenous, or internal and external. Endogenous risks are directly related to
the bank’s activities while exogenous risks are independent of the bank’s operations. Exogenous risks are
present at all times and have a significant impact on the bank’s activities. These risks are beyond the bank’s
control and can arise at any time (Alisheva, 2016). However, the bank can foresee them and create a safety
cushion for itself.

In turn, exogenous risks are divided into systemic and non-systemic risks. Systemic risk is associated
with the general state of the economy; it cannot be excluded, since it is the risk of the entire system. In fact,
these are the very financial crises that cover all subjects and all sides of the financial market. Non-systemic
risks can be considered as separate components of market risks, each of which can be envisaged in the
bank’s activities. The impact of each such risk is individual for each bank and depends on the organization of
internal risk management. This group of risks includes risks of legislative changes, legal risks, natural disas-
ter risks, regulatory risks, interest rate, currency, inflation, etc. In this case, interest rate risk implies possible
losses as a result of changes in market interest rates. For instance, the National Bank reduces the refinancing
rate or vice versa. Currency risk arises due to constant fluctuations in exchange rates. In the event of an un-
favorable change in a certain exchange rate, the bank may incur corresponding losses.

The endogenous risks are divided into financial and non-financial risks. Banks are used to taking on fi-
nancial risks since banking itself is financial in nature, that is, financial risks are prerequisites for their busi-
ness models. However, non-financial risks, whether due to non-compliance with regulatory requirements,
misconduct, technological or operational issues, sometimes cause much more problems. Financial risks are
directly related to the bank’s operations and are divided into balance sheet and off-balance sheet risks based
on the category of banking operations. This category of risks is the most subject to analysis and control and
is the most basic for the bank, since all factors, both external and internal, affect the bank’s operations and
have a direct impact on financial risks.

Since the bank’s balance sheet is its main form of reporting, it is advisable to distinguish the category of
balance sheet and off-balance (out-of-balance) sheet risks. Risks associated with transactions reflected in the
bank’s balance sheet belong to the category of balance sheet banking risks. Off-balance sheet items are a
term for assets or liabilities not reflected in the bank’s balance sheet. Despite that fact, they are still the
bank’s assets and liabilities. As a rule, off-balance sheet items do not belong to or are not a direct obligation
of the bank. For instance, when loans are securitized and sold as investments, the secured debt is often not
accounted for in the bank’s books. Or operations to provide guarantees, acceptances, credit lines, intermedi-
ary and trust transactions where the bank does not invest its own funds, get recorded on off-balance sheet
accounts. Such operations can be both passive (attracting sources) and active (placing bank funds). If the
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bank conducts off-balance sheet transactions related to remuneration, they become active or passive (coun-
teractive or counter-passive).

It makes perfect sense to divide balance sheet risks into active and passive ones based on the operations
performed by the bank. The risks of active operations are associated with the bank’s activities for the place-
ment of funds.

It should be noted that in this category, currency risk implies risks associated specifically with the
bank’s foreign exchange transactions, transactions with foreign currency securities, foreign currency loans,
etc. Interest rate risk in this category also has a different meaning, i.e. it is associated with the risk of not re-
ceiving accrued interest on invested assets, deposits in other banks, etc. These are internal risks and are di-
rectly related to the activities and policies of the bank itself, not the whole market.

Banks receive a significant part of their income through lending to the economy. In this regard, the
largest share and attention is taken by credit risks of banks, which, in turn, can be divided into credit risks of
corporate and retail customers, risks of consumer, mortgage, etc. lending, and others depending on the types
of loans issued by the bank.

Discussion

Owing to effective credit risk management, banks not only support the viability and profitability of the
business but also contribute to systemic stability and efficient capital allocation in the economy (Bessis,
2015). In the absence of control, small lending issues can cause large losses for the bank.

Investment risks include the risks of real, portfolio, and intellectual investments. Portfolio risks, i.e.
risks of investing in securities, occupy a significant share in this category.

The category of passive balance sheet risks incorporates risks on the bank’s liabilities and insufficient
equity. The bank’s obligation risks primarily lie in potential difficulties with the resource provision of active
operations. Most often, this kind of risk is faced by the banks that focus on the deposit base of several specif-
ic investors or groups of companies. The risks of deposit operations may mean the impossibility to provide
resources for active operations. In addition to the risks associated with deposit operations, the category of
passive risks includes all those related to the bank’s passive operations: Interbank loans, repo operations, etc.
These may be the risks of withdrawal of funds from customer accounts, irrational structure of obligations,
and others.

In turn, the risks of insufficient equity capital may be as follows: The risk of failure to ensure its mini-
mum size, an irrational ratio of fixed and additional capital, the risk of incorrect calculation of the amount of
capital, the risk of non-compliance with the bank’s capital standards, and others directly related to capital
adequacy.

If everything is clear with financial risks as it is completely the bank’s activity, the role of non-financial
risks seems somewhat limited. Many banks underestimate the impact of non-financial risks on the bank’s
operations as a whole. However, whether due to non-compliance with regulatory requirements, misconduct,
technological, or operational problems, non-financial risk can have a huge impact on banking activities and
lead to undesirable financial consequences. For example, in the period from 2008 to 2012, the ten largest
banks in the world lost about $200 billion as a result of litigation, compensation claims and operational fail-
ures (Kaminski et al., 2016). The danger of non-financial risks lies in the fact that even if a bank can prevent
or hedge against financial risk, the reasons for the emergence of new non-financial risks are not entirely
clear, what exactly they will be associated with, etc.

We identified reputational, strategic, operational, fraud risk, compliance risk, as well as chain reaction
risk, cyber risk, model risk, talent risk, and complacency risk as non-financial risks.

Reputational risk is a threat or danger to the bank’s image or reputation. Reputational risk can arise in
several ways: directly as a result of the actions of the bank itself, indirectly due to the actions of one employ-
ee or more, or through other peripheral parties, such as joint business partners. In addition to good govern-
ance practices and transparency, banks should be socially responsible to avoid or minimize reputational risk.
Reputational risk is a hidden danger that can threaten the survival of the largest and most successful banks.
The biggest issue with reputational risk is that it can literally come out of nowhere.

In addition to various forms of risk, banks also face risk arising from changes in strategic decisions and
the business environment (e.g., competitors who enter the market or changing customer requirements). This
form of risk is usually called strategic risk. A specific example of this type of risk is the impact that the entry
of online banks has had on the profitability of existing traditional banks. Credit and market risks relate to
asset losses (e.g., losses on loans and market positions) while strategic risk and operational risk are associat-
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ed with a decrease in income as a result of strategic or operational events (e.g. losses affecting the income
statement due to fraud in the case of operational risk or losses over a destructive competitor in the case of
strategic risk). Accordingly, the practice of risk management in banks requires identification and classifica-
tion of these risks, as well as development of strategies to reduce these identified risks.

Compliance risk, which is often overlooked because it is combined with operational risk and transaction
processing, is a risk to profit or capital arising from violation or non-compliance with laws, rules and regula-
tions, code of conduct, customer relationship rules, or ethical standards. It covers all laws, reasonable ethical
standards, and contractual obligations. Compliance risk also arises in situations where the laws or regulations
governing certain banking products or the activities of the bank’s customers may seem ambiguous or unveri-
fied. This risk exposes the bank to legal sanctions, compensation for losses, limitation of business opportuni-
ties, reputation losses, franchise value decrease, reduction of opportunities associated with extensions and
terminations of contracts.

We consider the risk of a chain reaction (contagion risk), talent and complacency risk as an addition to
the general classification of banking risks, which were not previously presented by the authors involved in
banking risk classification since these risks have become the most relevant for worldwide banks in recent
decades. Until recently, the economic literature has not been considered such new banking risks as talent risk
and complacency risk at all.

The growing dependence of banks on models requires that risk managers better understand and manage
model risk. Increased data availability and advances in computing, modeling, and algorithms have expanded
the use of models. However, errors in suboptimal models can cause incorrect decision-making and increase
the risks of banks. Some banks have suffered losses related to the model risk, although most of these cases
are not publicly reported. For instance, one large US bank suffered losses of $6 billion, which was partly due
to the risk of the VaR model (i.e., the operator’s lack of modeling experience, lack of back-testing and opera-
tional problems in the model) (Kopecki et al., 2014).

Model errors occur due to data quality issues, conceptual validity, technical or implementation errors,
correlation or temporal inconsistencies, and volatility uncertainty. To reduce and eliminate the model risk,
the bank needs to validate the model, constantly monitor its application and improve it in accordance with
market changes.

The risks and opportunities that digital technologies, devices, and media bring are obvious. Cyber risk
has never been an issue exclusive to the IT team, although they undoubtedly play a vital role in the bank’s
activities. Cyber risk means any risk of financial loss, harm, or damage to the bank’s reputation as a result of
any failure in its information technology systems. Internet banking is another reason for the growth of cyber
risks. The desire of banks to reduce costs, attract customers providing them with wide and comprehensive
access to their services leads to an increase in dependence on new information technologies, which increases
the various possibilities of cyber risks in the banking sector.

Modern banks are under growing pressure on almost all fronts every year due to digital technologies,
new competition, overvalued business models and growing consumer expectations of banking products (ser-
vices). They increasingly have to innovate, become more flexible, use advanced analytics to support cost
minimization and revenue growth, and establish partnerships with organizations that perform certain types of
banking operations, which may also be their competitors.

Risk and compliance are keys to banks’ activities and are crucial to their business models, however, the
so-called talent risk exists in today’s changing market and it is increasing in banking.

While the banking industry has a long history of compliance with legislation and regulations, many
banks are experiencing difficulties today because they lag far behind the dynamics of changes in the modern
financial market, especially in the period of globalization. Risk management practices are constantly evolv-
ing, and the complexity of compliance requirements creates a demand for employees with special skills. All
of this makes it harder than ever for banks to attract and retain talented risk management specialists to the
extent that human capital management is perhaps just equally important, if not more than financial capital
management.

Compliance risk (the risk of self-complacency) is one of the most dangerous ones in modern banking
practice. However, modern practice does not consider it at all and does not pay it due attention. However,
self-complacency based on relatively short-term indicators is perhaps the most significant risk for banks to-
day. Although the market continues to change rapidly, a stable series of positive financial results leads many
bank executives into a false sense of comfort. Meanwhile, consumer demands are growing and alternatives to
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traditional banking seem increasingly preferable. A good example of this is the recession of 2008, partly
caused by the mistaken belief that the status quo would continue and the housing market would never fall.

According to the time of occurrence, risks are divided into retrospective (past), current, and prospective
(future) risks. Based on the analysis of retrospective risks, this division allows prediction of the possibility of
occurrence and characteristics of current and prospective risks.

The development of an integrated risk management system in the bank simultaneously creates two more
main risks: the risk that the mutual influence of risks will be incorrectly assessed and the risk of an imbal-
ance in the risk management system hierarchy. The first risk option is associated with the fact that an inte-
grated approach to risk management in banks requires an assessment and consideration of the mutual influ-
ence of risks on each other, especially on the financial result and reputation of the bank. Since all the bank’s
operations are interconnected, such an assessment makes perfect sense. However, there may be a problem of
how to do this, how to assess this impact, because the activities of each bank are unique in their own way and
the interdependence of risks that exists in one bank cannot be similar to that in another. There is always a
risk that this mutual influence will either be underestimated or overestimated.

One of the important stages of integrated risk management is the identification and assessment of risks.
The existence of a huge number of different risk assessment methods in the world today is a well-known
fact. However, as practice and the financial crisis of 2007—2008 shows, many of them are inapplicable to
banking risks, since, as mentioned above, banking risks have completely different nature and origin due to
the specific features of the banking activity itself.

The main directions for banking risk assessment are established by the National Bank in prudential
standards mandatory for second-tier banks. However, this does not mean that banks cannot set their own lim-
its and standards. Moreover, banks should develop individual limits based on the bank’s development strate-
gy and search for new methods of risk assessment, although only after validating various methods.

Conclusions

The system of integrated risk management in banks needs to determine the relationship between differ-
ent categories of risks in their totality. It should be noted that all banking transactions are sequential and
closely interrelated with each other. Since the bank, unlike companies, operates mostly at the cost of attract-
ed funds, its risks are two-sided. The funds raised flow smoothly into the active bank operations, and besides
the operational risks, there are risks of profitability of funding activities. At this stage, it is important to as-
sess how the risk categories affect each other and what is the relationship between them: Is it direct or re-
verse? The bank needs to have an inverse relationship, because in this case, with the growth of some risks,
the other ones will decrease, providing a kind of compensation for the growth of risks in the bank’s total ag-
gregate.

The next stage of integrated risk management in banks is high-quality managerial decision-making. The
provided reports on risks divided into the appropriate categories and types act as sources for making appro-
priate decisions by the bank’s management. The quality of decisions made primarily depends on the quality
of risk reports, which, in turn, depend on the effectiveness of building an integrated risk management system.
As mentioned earlier, this system includes not only an organizational structure for risk assessment and moni-
toring but also a risk culture, as well as a well-established feedback system.

Based on management decisions, the bank builds its further development strategy. Strategic planning is
paramount for the development of the bank’s activities. A well-executed strategic planning process allows
banks to determine direction by setting goals and objectives used to assess progress across the bank.Planning
and information exchange can also be supported by compliance with ethical standards (Nurgaliyeva, 2020).

Strategic planning also allows banks to take the initiative, better understand the opportunities and
threats around the corner. Proactivity can improve differentiation compared to competitors and ensure effi-
cient deployment of resources. Finally, the strategic plan increases operational efficiency, helps to increase
market share and profitability, and makes the banking business more sustainable in the long term.

Strategic planning of the bank’s activities once again creates the need for a step-by-step process of inte-
grated risk management from the very beginning. Setting the bank’s strategic objectives necessitates identifi-
cation of existing and potential risks that the bank will have to face when carrying out new banking opera-
tions or improving old banking products.

Risk appetite, the definition of which determines the vector of further development of the bank’s activi-
ties, is of high importance in the bank’s development strategy. Thus, risk appetite and its role in banking, as
well as in the integrated risk management system in particular, need deeper and detailed study.
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Exinui genreiineri 0ankrepaeri OipikTipiiireH Toyexkea—MeHeIKMeHT
Kyl eciHIH TYKbIPpbIMAAMAJIBIK Heri3i

Anoamna

Maxcamol: BaHK KBI3METIHIETI TOYEKEeNACPAiH HETI3rl TYpJepiHiH MOHI MEH epeKIIeTiKTepiH 3epTTIey, CKiHIIi
neHreineri OaHKTepAeri OIpIiKTIpUITeH ToyeKeNl—MEHEIKMEHT MOMIETIHIH TYKBIPHIMIaMallblK HeTI3JepiH aHBIKTAy.
Toyekennepai OackapyAblH HHTETpAlUsUIaHFAaH Kyleci OaHKTIH Kallbl KOPIOPATHBTIK MaKcaTTapblHa KOJ JKETKi3yre
BIKMAJI €TETiH CTPAaTernsulblK HICMIiMAEp KaObUIAayasl Ke3/AEHTIHIH aTall ©TKeH XXOH, SFHH ToyeKeJ—MEHEPKMEHT
JKyHeci OaHKTIH KaJbl CTPaTEerHsAChIHA KipIKTipiTyi THIC.

Odici: Makanana TangayablH KYHeliK, KYpBUIBIMIBIK 9ICTepi, MPOIeCTi OaranayIblH JIOTHKANBIK XKOHE KeIIeH I
ToCiNm, XKYHENEHAIpY KoHE KIKTey KOJIJIaHBLIFaH.

Kopvimuinowi: Exinmii geHreiineri 6ankrepe OipiKTipiireH ToyeKeI—MeHeKMEHT KYHeCiHIH TYKbIPbIMIaMaJIbIK
MOJICIIiHIH TMapaMeTpiiepi aHBIKTAIBI, aTan aWTKaHAa TOyeKesl omepanusiapbl MeH OHM3HEeC—IIpPOLECTEpli KYPrizy
Ke3iHJe JKYMBICTBIH HOTIKEJIUIITIH JKaKcapTy VIIiH, OHBIH imIiHAe kaly jkoHEe MOENbAeYy KaruIaThIH IaijaiaHa
OTBIPHIT, OAHKTIK TOYEKEIAEP/Ii )KIKTEY )KOHE OHBI 9pTapanTaHIabIpy KaiTa Kapayi bl

Tyorcvippimoama: KpI3MeTTi Ky3ere acelpy OapbICBIHAA €KiHIIN JeHreimeri Oankrep Oip—OipiHeH opTyp:i
(axTopnap OOWBIHIIA epeKIIeNeHETiH KoHe Oip Me3ripue O0ip—OipiMeH THIFBI3 OalIaHBICTBI TYPJl TIyeKeyJepre Tar
6onanel. Kelibip xarnmaiimapia Toyekes Typliepi onapblH e3apa OalaHbICEI MEH e3apa TJyeNJuUlirine OalnaHbICTHI
OpTYPJIi 3JEMEHTTEpre CiiTeMe jkacai amanbel. Toyekenmep Ke3 KelreH OaHK KBI3METIHIH aKpIpamac OeJiri OoJbIm
TaOBIIaTBIHABIKTAH, COHBIMEH KaTap ojap Oip—OipiMeH e3apa opekeTTecesi, Kasipri e3repMmerni opTraaa oyap OaHKTIH
TYPaKTBUIBIFEI MEH OHBIH KapXKbUIBIK HOTIDKENepiHe ocep €TeTiH MaHbI3Abl (akTopiapislH OipiHe alHamabl.
BipikTipiareH ToyeKel—MEHEIKMEHT XYHECiHIH TYKBIPBIMAAMANbIK MOJETIHIH MapaMeTpiiepiH aHbBIKTay OaHKTIH
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JKaJIIBl KOPIIOPATUBTIK MaKCAaTTapbIHA KOJ JKETKI3yre >KOpJEeMAECETiH CTpaTerusulblK IIemimMaep KaOblinayra bIKIal
ereni. backama aliTkanna, Tayekenaepai 6ackapy jkyleci OaHKTIH alIbl CTPaTeTUsCHIHA SHI131Tyl Kepek.

Kinm ce30ep: Toyeken-MeHEIDKMEHT, €KIiHIN JeHreim OaHKTep, >HOOTCHIIK Toyekennep, Oackapy, Oenen
TOYEKei, CTPaTerHsIIbIK XKOCIapiay.

. AnumeBa, H.b. laBner6aeBa, I'.C. AkbiboaeBa, H.A. I'ymap

KoHuentyajibHasi 0CHOBA CHCTEMbl HHTETPHUPOBAHHOIO
PUCK-MeHEIKMEHTA B 0aHKAX BTOPOr0 YPOBHA

Annomauus

L]ens: VI3ydeHne CyIIHOCTH W OCOOCHHOCTEH OCHOBHBIX BHIOB PHCKOB B OAaHKOBCKOH JESTEIHHOCTH, BBISIBIICHHUE
KOHIIETITYyaJbHBIX OCHOB MOJIENN WHTETPHPOBAHHOTO PHCK-MEHEIKMEHTa B O0aHKaxX BTOpOro ypoBHA. Ciemyer oTMe-
TUTh, YTO UHTETPUPOBAHHAS CHCTEMa YIPABIEHUSI PUCKAMU MperoaraeT NPUHITHE CTPATErnYeCKUX PEIIeHHH, KOTO-
peie OyIyT CHOCOOCTBOBAThH JOCTHXKCHHIO OOIIMX KOPIIOPATHBHBIX Iiejiel OaHKa, T.e. CHCTEMa PHUCK-MCHEIKMCHTA
JIOJDKHA OBITH BCTPOCHA B OOIIYIO CTPATEruio OaHKa.

Memoowr: B paboTe UCMONB30BaHBI CUCTEMHBIC, CTPYKTYpPHBIC METOJBI aHaNN3a, JOTMYCCKHA M KOMIUICKCHBIN
MTOJIXO/IBI K OIICHKE MPOIIECCOB, CUCTEMATH3aIUA U KiacCU(DUKAIU.

Pezynomamer:  BplsiBIeHbl TapaMeTpbl KOHIENTYaldbHOW MOJENM CUCTEMBbl HHTETPUPOBAHHOTO  PHCK-
MEHEIDKMEHTa B 0aHKax BTOPOTO YPOBHS, B YACTHOCTH, ITEPECMOTPEHA KIACCU(PHUKAIHI OaHKOBCKHX PHCKOB U €€ IH-
BepcH(UKAIIUN I YIYYIICHUS Pe3yIbTaTUBHOCTH pPa0OTHl TPH MPOBEICHHHM PUCKOBBIX OIEpaniii M OW3Hec-
MIPOLIECCOB, B TOM YHUCIIE C UCTIOIb30BAHUEM MPUHIMUIIA TOKPBITUS U MOJEINPOBAHUS.

Buigoowi: B mporiecce OCyIIeCcTBICHUS NEATSIFHOCTH OaHKM BTOPOTO YPOBHS CTAJKMBAIOTCS C PA3IMYHBIMU BU-
JAMH PUCKOB, KOTOPBIE OTIMYAIOTCA IPYT OT Apyra MO Pa3IHIHBIM (paKTOpaM M OJHOBPEMEHHO TECHO B3aWMOCBS3aHBI
JIpyr ¢ ApyroM. B OTAENBHBIX Cilydasx BUABI PUCKOB MOTYT OTHOCUTBCS K PAa3JIMYHBIM 3JIEMEHTaM BBUIY UX B3aUMO-
CBSI3U M B3aMMO03aBUCUMOCTH. [10CKOJIBKY PUCKH BCe OOJIBILE SBISIOTCS HEOTHEMIIEMOW YacThIO JIESITEILHOCTH JII000T0
OaHKka, Oosiee TOTo, B3aMMOJAEHCTBYIOT APYT C IPYrOM, TO B COBPEMEHHOM N3MEHYHMBOI Cpe/ie OHU CTAHOBSITCS OJJHUMH
U3 BaXHEHIIUX (PaKTOPOB, BIUSIONIMX HA YCTOHYMBOCTh OaHKa U €ro (pMHAHCOBBIC PE3yibTaThl. BEIsSBICHHE MapaMeT-
POB KOHIENTYaJIbHONH MOJEIH CUCTEMbI HHTETPUPOBAHHOTO PUCK-MEHEI)KMEHTA CIIOCOOCTBYET MPUHATHIO CTpaTerHye-
CKHX pEIICHUH, KOTOphIe OYIyT COMCHCTBOBATh JOCTUKCHUIO OOIIMX KOPIIOPATHBHBIX Lieiell OaHka. IHBIMU clioBamu,
cUCTeMa PUCK-MEHEPKMEHTA JI0JKHA OBITh BCTPOEHA B OOLIYIO CTpATerHio OaHKa.

Knroueeswvie cnosa: PUCK-MCHCP’KMCHT, OaHKH BTOPOI'0 YPOBHs, SHAOI'CHHBIC PHUCKH, YIPABJICHUC, PCIIYTAMOH-
HBIN PHUCK, CTPATCTUICCKOC IJIAaHUPOBAHUC.
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