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The Conceptual Basis of an Integrated Risk Management System for Second-Tier Banks 

Abstract 

Object: To study the essence and features of the main types of banking risks; to identify the conceptual founda-

tions of the model of integrated risk management for STBs. It is important to note that integrated risk management sys-

tem assumes strategic decision-making that will contribute to the achievement of the bank’s overall corporate goals, i.e. 

the bank needs to embed the risk management system in its overall strategy. 

Methods: Systematic, structural methods of analysis, a logical and integrated approach to process assessment, sys-

tematization, and classification. 

Results: The parameters of a conceptual model of integrated risk management system for second-tier banks have 

been identified. In particular, classification of banking risks and its diversification has been revised to improve the per-

formance of risk operations and business processes, including using the principle of coverage and modeling. 

Conclusions: While implementing their activities, second-tier banks face various types of risks different from each 

other in various factors and at the same time closely interrelated with each other. In some cases, risk types may relate to 

different elements due to their interrelation and interdependence. Since risks are increasingly an integral part of the ac-

tivities of any bank, and more so, they interact with each other, in today’s volatile environment, they become one of the 

most important factors affecting the bank’s sustainability and financial results. Identification of the parameters of the 

integrated risk management system’s conceptual model contributes to strategic decision-making that will, in turn, sup-

port achieving the bank’s overall corporate goals.  

Keywords: risk management, STBs, endogenous risks, management, reputational risk, strategic planning. 

Introduction 

An integrated approach to risk management ensures an increase in the quality of strategic planning and 

budgeting, full coverage of risks, a unified risk management policy, a unified risk database, and a positive 

synergistic effect. 

For the organization of integrated risk management in banks, the culture of risk is just as vital. The key 

to understanding why something is wrong in banks is to understand the norms and expectations within the 

bank itself regarding what is normal for its staff. 

The bank’s “culture” is related to its staff, its everyday work, individual beliefs in the bank and its man-

agement. Risk management embraces a culture of risk that deals with articulation, communication, meas-

urement, and managing risks. However, it also separately considers the risk of behavior aimed at identifying 

and eliminating risk in the development or improvement of a banking product, sales methods and behavior 

that may affect customers. 

The risk culture is now internationally recognized as an integral part of banking risk management. The 

financial crisis of recent years has revealed poor risk management practices and obvious shortcomings in 

internal control structures, but also revealed shortcomings in many financial institutions’ risk attitude. Risk 

culture assessment is therefore a key component of the cultural awareness agenda. 

A well-defined risk management infrastructure plays an important role in the bank’s integrated risk 

management as well. This includes management and departments responsible for risk management, as well 
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as conditions and norms for the organization of the risk management process. Here, an essential role is as-

signed to ensuring effective communication links between risk management participants and monitoring the 

bank’s risk management process. 

Literature review 

The process of the bank’s integrated risk management consists of certain stages, which are a cyclical 

process. The first step in the risk management process in the bank is to reveal (identify) possible risks. Risks 

are associated with events that, if they occur, will cause problems for banking. Therefore, risk identification 

can be started with the source of the problem or with the problem itself. 

Risk identification requires knowledge of the bank’s activities, the market in which it operates, the le-

gal, social, economic, political, and other conditions in which it operates, its financial strengths and weak-

nesses, its vulnerability to unplanned losses of the management system and the business mechanism by 

which it operates. Any failure at this stage to determine the risk can lead to serious losses for the bank since 

risk identification provides the basis for risk management. 

One cannot but agree with the opinion that the unstable growth of the financial market and fierce com-

petition between banks contributing to the emergence of new risks requires them to build an adequate risk 

management system (Rehman et al., 2019). 

It should also be noted that in this case, a large role is assigned to the developed classification of bank-

ing risks. 

So, risk identification requires their classification. There are many system-forming features, under 

which this task can be addressed. The economic literature mainly classifies the risks according to the follow-

ing criteria: the period of occurrence, the main causes for occurrence, duration, the type of asset and liability, 

foreseeability, impacts and implications, the level of influence, etc. 

J. Fraser and B. Simkins subdivide each risk type into the corresponding main subtypes, i.e., they divide 

credit risk further into counterparty credit risk, sovereign credit risk, international credit risk, and so forth 

(Fraser et al. 2010). 

According to V.V. Sklyarenko, several classification features can be distinguished, according to which 

types of risks can be distinguished as well. For example, on a factor basis, risks are divided into market risks, 

credit risks, liquidity loss risks, operational, and external event risks (Javalgi et al.,1989). 

The Risk Management Standards (RMS) offer a fairly complete representation of the risk classification. 

These were proposed by the Institute of Risk Management (IRM), the Association of Insurance and Risk 

Managers in Industry and Commerce (Airmic), and the Federation of European Risk Management Associa-

tions (FERMA) (Risk Management Standard, 2017). The classification they offer identifies the main catego-

ries of risks, which can be combined according to the following: financial, strategic, operational risks, emer-

gency risks – while also determining external and internal risk drivers for individual risks. Furthermore, fi-

nancial risks include interest rates, currency, and loans; strategic risks include market demand, competition, 

and industry changes; operational risks include regulatory changes and risk culture; emergency risks include 

natural disasters and the environment. 

An important drawback of the risk classification proposed by the Basel Committee is that it lacks risk 

categorization and does not consider threat levels. In particular, it places credit risk on the same level as op-

erational risk, which firstly, belongs to a completely different category of risks by nature, and secondly, con-

tains a much higher level of threats since it includes several risk groups. 

GARP (Generally Accepted Risk Principles) when classifying risks denotes the following types of 

risks: credit risk, market risk, portfolio concentration risk, liquidity risk, operational risk, and business event 

risk (Corporate Metrics Technical Document, 1999). 

This classification is more fitting because it distributes the risks of banks into categories of their main 

activities. The same character can be given to the classification of banking risks presented by the World 

Bank: financial, operational, business, and emergency risks (Medvedev, 2009). 

The most complete classification of banking risks is presented by B.I. Lisak, who used various classifi-

cation criteria (Lisak, 2003). However, for risk assessment in the integrated risk management system, such 

classification is rather inconvenient and does not reflect the contribution of each risk category to the overall 

totality of the bank’s integral risk indicator. 

Methods  

The following research uses systematic, structural methods of analysis, a logical and integrated ap-

proach to process assessment, systematization, and classification. 



D. Alisheva, N.B. Davletbayeva et al. 

18 Вестник Карагандинского университета 

Results 

When developing the classification of banking risks, we need to consider the specifics of banking activ-

ities. The specificity of banking risks lies in their consistency implying that most of the bank’s resources are 

attracted, therefore the level of financial leverage is high. This means that when the financial condition of the 

bank worsens, a chain reaction of non-payments between economic entities snowballs immediately. 

While implementing their activities, second-tier banks face types of risks different from each other in 

various factors while being closely interrelated (Volkova, 2011). In some cases, risk types may relate to dif-

ferent elements due to their interrelation and interdependence. Since risks are increasingly an integral part of 

the activities of any bank, and more so, they interact with each other in today’s volatile environment, they 

become one of the most important factors affecting the bank’s sustainability and financial results. In the 

world’s largest banks’ risk management practice, this component of the total risk is given the highest priority 

(Integrated Risk Management: Implementation Guide). In view of this, building a classification of risks 

based on the possibility of their impact on the financial results and reputation of the bank makes total sense. 

Accordingly, we propose the following classification of banking risks (Figure 1). 

 
Figure 1. Bank risk classification 

Note: Compiled by the authors 

The above risk classification is subject to further supplementation and expansion since diversification of 

banking operations is in constant dynamic development. With the emergence of new and expansion of the 

range of banking products provided, the types of risks expand, mutate, and transform as well. The rapid 
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growth of information technologies and, as a consequence, the dependence of activities on them has recently 

contributed to the special development of types of banking risks, since, on the one hand, they significantly 

facilitate the provision of many banking products and reduce costs, and on the other, create platforms for the 

emergence of new risk types. 

The logic of constructing this exact banking risk classification is based on: 

First, the initial division of banking risks into external and internal allows for tracking the sources of 

their occurrence and identification of the causes of growth as a negative factor. 

Second, such classification allows systematization of bank risks into certain categories to assess the de-

gree of the impact of the corresponding group of risks (e.g. financial, non-financial, balance sheet, off-

balance-sheet, etc.) on the bank’s financial result or reputation. 

Third, grouping risks into categories allows assessment of each risk as an integrated set. Each category 

and type of risk is assessed as a single management object, as a single aggregate, thus allowing development 

of a model and algorithm for managing bank risks. 

Fourth, modern banks must manage many regulatory requirements with the frequency demanded by 

regulatory authorities. At the same time, they need to make risk management processes more accessible, ef-

ficient, sustainable, and reproducible. The only way to achieve this is to combine several risk data streams 

into specific groups. The presented grouping allows, on the one hand, to simplify the risk assessment, and on 

the other, to consider all the NBK requirements. 

Fifth, such risk classification allows for a clear definition of the place of each of them in the general 

system of banking activities and determination of the most effective methods of managing the corresponding 

category of risks, since each risk is characterized by both applicable and inapplicable risk management 

methods. 

Thuswise, let us consider the presented classification. All banking risks are initially grouped into two 

components, endogenous and exogenous, or internal and external. Endogenous risks are directly related to 

the bank’s activities while exogenous risks are independent of the bank’s operations. Exogenous risks are 

present at all times and have a significant impact on the bank’s activities. These risks are beyond the bank’s 

control and can arise at any time (Alisheva, 2016). However, the bank can foresee them and create a safety 

cushion for itself. 

In turn, exogenous risks are divided into systemic and non-systemic risks. Systemic risk is associated 

with the general state of the economy; it cannot be excluded, since it is the risk of the entire system. In fact, 

these are the very financial crises that cover all subjects and all sides of the financial market. Non-systemic 

risks can be considered as separate components of market risks, each of which can be envisaged in the 

bank’s activities. The impact of each such risk is individual for each bank and depends on the organization of 

internal risk management. This group of risks includes risks of legislative changes, legal risks, natural disas-

ter risks, regulatory risks, interest rate, currency, inflation, etc. In this case, interest rate risk implies possible 

losses as a result of changes in market interest rates. For instance, the National Bank reduces the refinancing 

rate or vice versa. Currency risk arises due to constant fluctuations in exchange rates. In the event of an un-

favorable change in a certain exchange rate, the bank may incur corresponding losses. 

The endogenous risks are divided into financial and non-financial risks. Banks are used to taking on fi-

nancial risks since banking itself is financial in nature, that is, financial risks are prerequisites for their busi-

ness models. However, non-financial risks, whether due to non-compliance with regulatory requirements, 

misconduct, technological or operational issues, sometimes cause much more problems. Financial risks are 

directly related to the bank’s operations and are divided into balance sheet and off-balance sheet risks based 

on the category of banking operations. This category of risks is the most subject to analysis and control and 

is the most basic for the bank, since all factors, both external and internal, affect the bank’s operations and 

have a direct impact on financial risks. 

Since the bank’s balance sheet is its main form of reporting, it is advisable to distinguish the category of 

balance sheet and off-balance (out-of-balance) sheet risks. Risks associated with transactions reflected in the 

bank’s balance sheet belong to the category of balance sheet banking risks. Off-balance sheet items are a 

term for assets or liabilities not reflected in the bank’s balance sheet. Despite that fact, they are still the 

bank’s assets and liabilities. As a rule, off-balance sheet items do not belong to or are not a direct obligation 

of the bank. For instance, when loans are securitized and sold as investments, the secured debt is often not 

accounted for in the bank’s books. Or operations to provide guarantees, acceptances, credit lines, intermedi-

ary and trust transactions where the bank does not invest its own funds, get recorded on off-balance sheet 

accounts. Such operations can be both passive (attracting sources) and active (placing bank funds). If the 
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bank conducts off-balance sheet transactions related to remuneration, they become active or passive (coun-

teractive or counter-passive). 

It makes perfect sense to divide balance sheet risks into active and passive ones based on the operations 

performed by the bank. The risks of active operations are associated with the bank’s activities for the place-

ment of funds. 

It should be noted that in this category, currency risk implies risks associated specifically with the 

bank’s foreign exchange transactions, transactions with foreign currency securities, foreign currency loans, 

etc. Interest rate risk in this category also has a different meaning, i.e. it is associated with the risk of not re-

ceiving accrued interest on invested assets, deposits in other banks, etc. These are internal risks and are di-

rectly related to the activities and policies of the bank itself, not the whole market. 

Banks receive a significant part of their income through lending to the economy. In this regard, the 

largest share and attention is taken by credit risks of banks, which, in turn, can be divided into credit risks of 

corporate and retail customers, risks of consumer, mortgage, etc. lending, and others depending on the types 

of loans issued by the bank. 

Discussion 

Owing to effective credit risk management, banks not only support the viability and profitability of the 

business but also contribute to systemic stability and efficient capital allocation in the economy (Bessis, 

2015). In the absence of control, small lending issues can cause large losses for the bank. 

Investment risks include the risks of real, portfolio, and intellectual investments. Portfolio risks, i.e. 

risks of investing in securities, occupy a significant share in this category. 

The category of passive balance sheet risks incorporates risks on the bank’s liabilities and insufficient 

equity. The bank’s obligation risks primarily lie in potential difficulties with the resource provision of active 

operations. Most often, this kind of risk is faced by the banks that focus on the deposit base of several specif-

ic investors or groups of companies. The risks of deposit operations may mean the impossibility to provide 

resources for active operations. In addition to the risks associated with deposit operations, the category of 

passive risks includes all those related to the bank’s passive operations: Interbank loans, repo operations, etc. 

These may be the risks of withdrawal of funds from customer accounts, irrational structure of obligations, 

and others. 

In turn, the risks of insufficient equity capital may be as follows: The risk of failure to ensure its mini-

mum size, an irrational ratio of fixed and additional capital, the risk of incorrect calculation of the amount of 

capital, the risk of non-compliance with the bank’s capital standards, and others directly related to capital 

adequacy. 

If everything is clear with financial risks as it is completely the bank’s activity, the role of non-financial 

risks seems somewhat limited. Many banks underestimate the impact of non-financial risks on the bank’s 

operations as a whole. However, whether due to non-compliance with regulatory requirements, misconduct, 

technological, or operational problems, non-financial risk can have a huge impact on banking activities and 

lead to undesirable financial consequences. For example, in the period from 2008 to 2012, the ten largest 

banks in the world lost about $200 billion as a result of litigation, compensation claims and operational fail-

ures (Kaminski et al., 2016). The danger of non-financial risks lies in the fact that even if a bank can prevent 

or hedge against financial risk, the reasons for the emergence of new non-financial risks are not entirely 

clear, what exactly they will be associated with, etc. 

We identified reputational, strategic, operational, fraud risk, compliance risk, as well as chain reaction 

risk, cyber risk, model risk, talent risk, and complacency risk as non-financial risks. 

Reputational risk is a threat or danger to the bank’s image or reputation. Reputational risk can arise in 

several ways: directly as a result of the actions of the bank itself, indirectly due to the actions of one employ-

ee or more, or through other peripheral parties, such as joint business partners. In addition to good govern-

ance practices and transparency, banks should be socially responsible to avoid or minimize reputational risk. 

Reputational risk is a hidden danger that can threaten the survival of the largest and most successful banks. 

The biggest issue with reputational risk is that it can literally come out of nowhere. 

In addition to various forms of risk, banks also face risk arising from changes in strategic decisions and 

the business environment (e.g., competitors who enter the market or changing customer requirements). This 

form of risk is usually called strategic risk. A specific example of this type of risk is the impact that the entry 

of online banks has had on the profitability of existing traditional banks. Credit and market risks relate to 

asset losses (e.g., losses on loans and market positions) while strategic risk and operational risk are associat-
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ed with a decrease in income as a result of strategic or operational events (e.g. losses affecting the income 

statement due to fraud in the case of operational risk or losses over a destructive competitor in the case of 

strategic risk). Accordingly, the practice of risk management in banks requires identification and classifica-

tion of these risks, as well as development of strategies to reduce these identified risks. 

Compliance risk, which is often overlooked because it is combined with operational risk and transaction 

processing, is a risk to profit or capital arising from violation or non-compliance with laws, rules and regula-

tions, code of conduct, customer relationship rules, or ethical standards. It covers all laws, reasonable ethical 

standards, and contractual obligations. Compliance risk also arises in situations where the laws or regulations 

governing certain banking products or the activities of the bank’s customers may seem ambiguous or unveri-

fied. This risk exposes the bank to legal sanctions, compensation for losses, limitation of business opportuni-

ties, reputation losses, franchise value decrease, reduction of opportunities associated with extensions and 

terminations of contracts. 

We consider the risk of a chain reaction (contagion risk), talent and complacency risk as an addition to 

the general classification of banking risks, which were not previously presented by the authors involved in 

banking risk classification since these risks have become the most relevant for worldwide banks in recent 

decades. Until recently, the economic literature has not been considered such new banking risks as talent risk 

and complacency risk at all. 

The growing dependence of banks on models requires that risk managers better understand and manage 

model risk. Increased data availability and advances in computing, modeling, and algorithms have expanded 

the use of models. However, errors in suboptimal models can cause incorrect decision-making and increase 

the risks of banks. Some banks have suffered losses related to the model risk, although most of these cases 

are not publicly reported. For instance, one large US bank suffered losses of $6 billion, which was partly due 

to the risk of the VaR model (i.e., the operator’s lack of modeling experience, lack of back-testing and opera-

tional problems in the model) (Kopecki et al., 2014). 

Model errors occur due to data quality issues, conceptual validity, technical or implementation errors, 

correlation or temporal inconsistencies, and volatility uncertainty. To reduce and eliminate the model risk, 

the bank needs to validate the model, constantly monitor its application and improve it in accordance with 

market changes. 

The risks and opportunities that digital technologies, devices, and media bring are obvious. Cyber risk 

has never been an issue exclusive to the IT team, although they undoubtedly play a vital role in the bank’s 

activities. Cyber risk means any risk of financial loss, harm, or damage to the bank’s reputation as a result of 

any failure in its information technology systems. Internet banking is another reason for the growth of cyber 

risks. The desire of banks to reduce costs, attract customers providing them with wide and comprehensive 

access to their services leads to an increase in dependence on new information technologies, which increases 

the various possibilities of cyber risks in the banking sector. 

Modern banks are under growing pressure on almost all fronts every year due to digital technologies, 

new competition, overvalued business models and growing consumer expectations of banking products (ser-

vices). They increasingly have to innovate, become more flexible, use advanced analytics to support cost 

minimization and revenue growth, and establish partnerships with organizations that perform certain types of 

banking operations, which may also be their competitors. 

Risk and compliance are keys to banks’ activities and are crucial to their business models, however, the 

so-called talent risk exists in today’s changing market and it is increasing in banking. 

While the banking industry has a long history of compliance with legislation and regulations, many 

banks are experiencing difficulties today because they lag far behind the dynamics of changes in the modern 

financial market, especially in the period of globalization. Risk management practices are constantly evolv-

ing, and the complexity of compliance requirements creates a demand for employees with special skills. All 

of this makes it harder than ever for banks to attract and retain talented risk management specialists to the 

extent that human capital management is perhaps just equally important, if not more than financial capital 

management. 

Compliance risk (the risk of self-complacency) is one of the most dangerous ones in modern banking 

practice. However, modern practice does not consider it at all and does not pay it due attention. However, 

self-complacency based on relatively short-term indicators is perhaps the most significant risk for banks to-

day. Although the market continues to change rapidly, a stable series of positive financial results leads many 

bank executives into a false sense of comfort. Meanwhile, consumer demands are growing and alternatives to 
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traditional banking seem increasingly preferable. A good example of this is the recession of 2008, partly 

caused by the mistaken belief that the status quo would continue and the housing market would never fall. 

According to the time of occurrence, risks are divided into retrospective (past), current, and prospective 

(future) risks. Based on the analysis of retrospective risks, this division allows prediction of the possibility of 

occurrence and characteristics of current and prospective risks. 

The development of an integrated risk management system in the bank simultaneously creates two more 

main risks: the risk that the mutual influence of risks will be incorrectly assessed and the risk of an imbal-

ance in the risk management system hierarchy. The first risk option is associated with the fact that an inte-

grated approach to risk management in banks requires an assessment and consideration of the mutual influ-

ence of risks on each other, especially on the financial result and reputation of the bank. Since all the bank’s 

operations are interconnected, such an assessment makes perfect sense. However, there may be a problem of 

how to do this, how to assess this impact, because the activities of each bank are unique in their own way and 

the interdependence of risks that exists in one bank cannot be similar to that in another. There is always a 

risk that this mutual influence will either be underestimated or overestimated. 

One of the important stages of integrated risk management is the identification and assessment of risks. 

The existence of a huge number of different risk assessment methods in the world today is a well-known 

fact. However, as practice and the financial crisis of 2007—2008 shows, many of them are inapplicable to 

banking risks, since, as mentioned above, banking risks have completely different nature and origin due to 

the specific features of the banking activity itself. 

The main directions for banking risk assessment are established by the National Bank in prudential 

standards mandatory for second-tier banks. However, this does not mean that banks cannot set their own lim-

its and standards. Moreover, banks should develop individual limits based on the bank’s development strate-

gy and search for new methods of risk assessment, although only after validating various methods. 

Conclusions 

The system of integrated risk management in banks needs to determine the relationship between differ-

ent categories of risks in their totality. It should be noted that all banking transactions are sequential and 

closely interrelated with each other. Since the bank, unlike companies, operates mostly at the cost of attract-

ed funds, its risks are two-sided. The funds raised flow smoothly into the active bank operations, and besides 

the operational risks, there are risks of profitability of funding activities. At this stage, it is important to as-

sess how the risk categories affect each other and what is the relationship between them: Is it direct or re-

verse? The bank needs to have an inverse relationship, because in this case, with the growth of some risks, 

the other ones will decrease, providing a kind of compensation for the growth of risks in the bank’s total ag-

gregate. 

The next stage of integrated risk management in banks is high-quality managerial decision-making. The 

provided reports on risks divided into the appropriate categories and types act as sources for making appro-

priate decisions by the bank’s management. The quality of decisions made primarily depends on the quality 

of risk reports, which, in turn, depend on the effectiveness of building an integrated risk management system. 

As mentioned earlier, this system includes not only an organizational structure for risk assessment and moni-

toring but also a risk culture, as well as a well-established feedback system. 

Based on management decisions, the bank builds its further development strategy. Strategic planning is 

paramount for the development of the bank’s activities. A well-executed strategic planning process allows 

banks to determine direction by setting goals and objectives used to assess progress across the bank.Planning 

and information exchange can also be supported by compliance with ethical standards (Nurgaliyeva, 2020). 

Strategic planning also allows banks to take the initiative, better understand the opportunities and 

threats around the corner. Proactivity can improve differentiation compared to competitors and ensure effi-

cient deployment of resources. Finally, the strategic plan increases operational efficiency, helps to increase 

market share and profitability, and makes the banking business more sustainable in the long term. 

Strategic planning of the bank’s activities once again creates the need for a step-by-step process of inte-

grated risk management from the very beginning. Setting the bank’s strategic objectives necessitates identifi-

cation of existing and potential risks that the bank will have to face when carrying out new banking opera-

tions or improving old banking products.  

Risk appetite, the definition of which determines the vector of further development of the bank’s activi-

ties, is of high importance in the bank’s development strategy. Thus, risk appetite and its role in banking, as 

well as in the integrated risk management system in particular, need deeper and detailed study. 
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Д. Алишева, Н.Б. Давлетбаева, Г.С. Акыбаева, Н.А. Гумар 

Екінші деңгейдегі банктердегі біріктірілген тәуекел–менеджмент  

жүйесінің тұжырымдамалық негізі 

Аңдатпа 

Мақсаты: Банк қызметіндегі тәуекелдердің негізгі түрлерінің мәні мен ерекшеліктерін зерттеу, екінші 

деңгейдегі банктердегі біріктірілген тәуекел–менеджмент моделінің тұжырымдамалық негіздерін анықтау. 

Тәуекелдерді басқарудың интеграцияланған жүйесі банктің жалпы корпоративтік мақсаттарына қол жеткізуге 

ықпал ететін стратегиялық шешімдер қабылдауды көздейтінін атап өткен жөн, яғни тәуекел–менеджмент 

жүйесі банктің жалпы стратегиясына кіріктірілуі тиіс. 

Әдісі: Мақалада талдаудың жүйелік, құрылымдық әдістері, процесті бағалаудың логикалық және кешенді 

тәсілі,  жүйелендіру және жіктеу қолданылған. 

Қорытынды: Екінші деңгейдегі банктерде біріктірілген тәуекел–менеджмент жүйесінің тұжырымдамалық 

моделінің параметрлері анықталды, атап айтқанда тәуекел операциялары мен бизнес–процестерді жүргізу 

кезінде жұмыстың нәтижелілігін жақсарту үшін, оның ішінде жабу және модельдеу қағидатын пайдалана 

отырып, банктік тәуекелдерді жіктеу және оны әртараптандыру қайта қаралды. 

Тұжырымдама: Қызметті жүзеге асыру барысында екінші деңгейдегі банктер бір–бірінен әртүрлі 

факторлар бойынша ерекшеленетін және бір мезгілде бір–бірімен тығыз байланысты түрлі тәуекелдерге тап 

болады. Кейбір жағдайларда тәуекел түрлері олардың өзара байланысы мен өзара тәуелділігіне байланысты 

әртүрлі элементтерге сілтеме жасай алады. Тәуекелдер кез келген банк қызметінің ажырамас бөлігі болып 

табылатындықтан, сонымен қатар олар бір–бірімен өзара әрекеттеседі, қазіргі өзгермелі ортада олар банктің 

тұрақтылығы мен оның қаржылық нәтижелеріне әсер ететін маңызды факторлардың біріне айналады. 

Біріктірілген тәуекел–менеджмент жүйесінің тұжырымдамалық моделінің параметрлерін анықтау банктің 
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жалпы корпоративтік мақсаттарына қол жеткізуге жәрдемдесетін стратегиялық шешімдер қабылдауға ықпал 

етеді. Басқаша айтқанда, тәуекелдерді басқару жүйесі банктің жалпы стратегиясына енгізілуі керек. 
 

Кілт сөздер: тәуекел-менеджмент, екінші деңгейлі банктер, эндогендік тәуекелдер, басқару, бедел 

тәуекелі, стратегиялық жоспарлау. 
 

Д. Алишева, Н.Б. Давлетбаева, Г.С. Акыбаева, Н.А. Гумар 

Концептуальная основа системы интегрированного  

риск-менеджмента в банках второго уровня 
Аннотация 

Цель: Изучение сущности и особенностей основных видов рисков в банковской деятельности, выявление 

концептуальных основ модели интегрированного риск-менеджмента в банках второго уровня. Следует отме-

тить, что интегрированная система управления рисками предполагает принятие стратегических решений, кото-

рые будут способствовать достижению общих корпоративных целей банка, т.е. система риск-менеджмента 

должна быть встроена в общую стратегию банка. 

Методы: В работе использованы системные, структурные методы анализа, логический и комплексный 

подходы к оценке процессов, систематизация и классификация. 

Результаты: Выявлены параметры концептуальной модели системы интегрированного риск-

менеджмента в банках второго уровня, в частности, пересмотрена классификация банковских рисков и ее ди-

версификации для улучшения результативности работы при проведении рисковых операций и бизнес-

процессов, в том числе с использованием принципа покрытия и моделирования. 

Выводы: В процессе осуществления деятельности банки второго уровня сталкиваются с различными ви-

дами рисков, которые отличаются друг от друга по различным факторам и одновременно тесно взаимосвязаны 

друг с другом. В отдельных случаях виды рисков могут относиться к различным элементам ввиду их взаимо-

связи и взаимозависимости. Поскольку риски все больше являются неотъемлемой частью деятельности любого 

банка, более того, взаимодействуют друг с другом, то в современной изменчивой среде они становятся одними 

из важнейших факторов, влияющих на устойчивость банка и его финансовые результаты. Выявление парамет-

ров концептуальной модели системы интегрированного риск-менеджмента способствует принятию стратегиче-

ских решений, которые будут содействовать достижению общих корпоративных целей банка. Иными словами, 

система риск-менеджмента должна быть встроена в общую стратегию банка. 

Ключевые слова: риск-менеджмент, банки второго уровня, эндогенные риски, управление, репутацион-

ный риск, стратегическое планирование. 
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 Экономические аспекты 

инвестирования играют ключевыю 

роль формировании здоровой бизнес-

среды. В связи с тем, что инвесторы, 

представляющие коммерческий 

сектор экономики, ориентируются в 

выборе инвестиционных проектов на 

критерий их потенциальной 

прибыльности, можно выделить еще 

одну важную проблемную область, 

характерную для нашей страны. 

Ресурсно-ориентированный курс 

развития экономической сферы, 

которого придерживалась Россия в 

последние годы, обусловил 

достаточно высокий уровень 

доходности инвестирования в 

добычу и продажу ресурсов и 

полезных ископаемых при 

относительно малом уровне затрат. В 

свою очередь, переориентация на 

инновационный курс развития 

хозяйственной сферы, должна 

происходить в формате, однозначно 

демонстрирующем инвестору ее 

преимущества. Возрастающее 

значение инвестиционной и 

инновационной активности для 

развития хозяйственной системы 

государства и регионов, входящих в 

его состав, обусловили 

необходимость проведения 

существенных преобразований в 

области управления инновационно-

инвестиционными процессами, 

необходимость формирования 

единой модели управления ими на 

всех уровнях. Объединение в единой 

модели управления инвестиционной 

и инновационной функции, на наш 

взгляд, позволит существенным 

образом снизить затраты органов 
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